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Topic: Available methods for finding security issues in software

Research question: What combination of methods for finding software security

issues are the most effective?

Security issues in software can lead to security breaches by hackers, which usually lead to data loss or corruption, denial of service issues, and especially, privacy issues [2]. These can cause severe financial, material and credibility problems for the company organisation under attack [2], not to mention the potentially damaging effect it could have for investors, related companies / organisations, and citizens/consumers. A study of data security breaches showed that issues can reduce customer trust in the affected company / organisation, while positively affecting competitors [5]; this allows for the extortion of companies / organisations, especially by competitors. The number of security issues, especially for financial software, has increased [3], potentially raising concerns about customer finances. "Effective" means finding as many issues as possible while minimising the use of resources (such as time and money).
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